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1 Disclaimer

Due to a interim injunction, ordered by the High Court of London on Tuesday
25th June 2013, the authors are restrained from publishing the technical contents
of the scientific article Dismantling Megamos Crypto: Wirelessly Lockpicking a

Vehicle Immobilizer [1] until further notice.

2 Historical claim

Figure 1 contains the cryptographic hash (SHA-512) of the original final paper
which was scheduled to appear in the proceedings of the 22nd USENIX Security
Symposium, Washington DC, August 2013.

9d05ba88740499eecea3d8609174b444

43683da139f78b783666954ccc605da8

4601888134bf0c23ba46fb4a88c056bf

bbb629e1ddffcf60fa91880b4d5b4aca

Figure 1: SHA-512 hash of the final paper
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